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Secure and Scalable Platforms for Upcoming Smart Transportation Systems

The number of vehicles on the road is rapidly increasing throughout the globe. A reliable and robust transportation system is the backbone of any country's economy. Although such a transportation network enhances the overall growth of the country, it comes with a massive trade-off in terms of accidents, traffic jams, parking issues, environmental pollution, and user security. A lot of work has been done, in the last decade, towards solving these problems with a smart and intelligent transportation systems where the vehicles can automatically and intelligently interact with each other. But present implementations of secure and scalable protocols/algorithms for transportation systems suffer from several bottlenecks in terms of latency, privacy, security, and data leaks.

The incorporation of existing as well as upcoming state-of-the-art technologies, such as Artificial Intelligence, Blockchain, Network Function Virtualizations, Intent-based Networking, Big Data techniques, and Reinforcement Learning-based techniques into the transportation systems is a promising though yet to be explored solution. In addition to a reliable and robust transportation system for the end-users, this would make possible various novel applications that run on fast, efficient, and secure algorithms. Strong user privacy and data security can also be ensured. The aim and scope of this special issue is to seek high quality research articles both from industry and academia that aim towards the development of secure, robust, and intelligent platforms for the upcoming smart transportation systems.

Topics of interest include, but are not limited to:

- Novel frameworks, protocols, and algorithms based on existing and upcoming technologies to enhance the scalability and security of smart transportation systems.
- Enhanced exploitation of the Big-data generated from smart transportation systems.
- Reinforcement-Learning based intelligent applications in vehicular ad-hoc network to predict and prevent incidents, accidents, and emergency situations.
- Computing architecture and optimization for intelligent vehicular communication in smart transportation systems.
- Low latency VANET applications for data offloading and bandwidth sharing in smart transportation systems.
- Blockchain based security protocols and applications in smart transportation systems.
- Application of various Machine Learning-based algorithms for intelligent data analysis in smart transportation systems.
- Software defined VANET architectures for simplifying the management for smart transportation systems.
- Using ML algorithms for Intent-based networking in smart transportation systems.
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From January 2021, The IET will begin an Open Access publishing partnership with Wiley. As a result, all submissions that are accepted for this Special Issue will be published under the Gold Open Access Model and subject to the Article Processing Charge (APC) of $2,800. For further information on APCs, and support for APCs including Wiley’s institutional agreements and Research4Life initiative which offers waivers and automatic discounts for certain countries, please see our FAQs. To submit your paper and for more information about the journal please visit our website and read our Author Guide.